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Scan Sensitivity Levels

* Choose level appropriate with objectives
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Plug-ins
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* Provide the scan functionality for different
functions

« Enable/disable them based on your needs

* |If Linux system, disable Windows plug-ins

« Some scans can disrupt your systems or
cause loss of data...

* Ensure you are scanning safely and with
permission
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Templates For Scans
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* Vendors provide templates for scans with
common settings

 Admins can also create their own templates
for commonly used scans

* This prevents errors and saves time




Templates For Scans
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Shared

Tenable Policy Distribution Service

Prepare for PCI-DSS audits (section 11.2.2)
Internal Network Scan

External Network Scan

Web App Tests

Prepare for PCI-DSS audits (section 11.2.2)
Internal Network Scan

External Network Scan

Shared
Shared
Shared
Shared
Shared
Shared
Shared

Tenable Policy Distribution Service
Tenable Policy Distribution Service
Tenable Policy Distribution Service
Tenable Policy Distribution Service
Tenable Policy Distribution Service
Tenable Policy Distribution Service

Tenable Policy Distribution Service




